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PRIVACY STATEMENT CAMERA SURVEILLANCE 

Through this privacy statement, we inform you about the way in which we process personal data in the 
context of camera surveillance in and around the business premises of TKH Security B.V. This privacy 
statement must be read in conjunction with our general Privacy Statement, which contains additional 
information about our processing of personal data, such as with regard to your rights and the sharing of 
personal data with third parties. 

 

WHAT (TYPES OF) PERSONAL DATA DO WE PROCESS? 

In the context of camera surveillance, the following types of personal data are processed of persons who 
enter our location or are within range of the cameras. 

• Video. 

• Date and time of the recording. 

• Location of the recording. 

The camera surveillance is not aimed at processing special categories of personal data and the images will 
not be used to derive such personal data or to distinguish between them. Therefore, in general, there is no 
question of the processing of special personal data, unless this is necessary and permitted by law. In case 
of suspicion of unlawful behaviour, visual material may be shared with authorities, in which case the 
personal data may qualify as criminal personal data, this is only if necessary and permitted by law. 

 

FOR WHAT PURPOSES DO WE USE THIS PERSONAL DATA? 

Camera surveillance and the associated processing of personal data as a result thereof serves the following 
purposes, among others: 

• Ensuring the safety and well-being of individuals. 

• Protecting our location against burglaries, theft and vandalism. 

• Monitoring goods and information. 

• Registering, investigating and handling (possible) incidents. 

• Handling requests, complaints and disputes. 

• Establishing, exercising or defending our rights. 

• Comply with legal obligations and government requests. 
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ON WHAT BASIS DO WE PROCESS THIS PERSONAL DATA? 

The processing of personal data in the context of camera surveillance is based on the basis of legitimate 
interest. It is in the (legitimate) interest of TKH Security and the persons who visit our location to process 
personal data for the purposes described above. 

 

FOR WHAT PURPOSES DO WE USE THIS PERSONAL DATA?  

Measures have been taken to ensure that the processing of personal data is proportionate to the interests of 
data subjects. For example, camera surveillance is only used where necessary, the cameras are placed as 
privacy-friendly as possible so that the invasion of privacy is limited and access to the video images is 
limited on the basis of a strict 'need-to-know principle'. 

 

HOW LONG DO WE KEEP THIS PERSONAL DATA? 

Personal data collected through camera surveillance will be stored for as long as necessary for the purpose 
of collection. Video footage is normally stored for a period of 7 days, after which it is automatically 
destroyed. It may be necessary to retain personal data for a longer period of time in order to deal with an 
incident, to comply with a legal, regulatory or internal company regulation or because it is necessary in 
relation to (preparation for) legal proceedings or disputes. In such a case, personal data will be stored for a 
longer period of time and deleted as soon as retention is no longer necessary.  

 

HOW CAN YOU EXERCISE YOUR PRIVACY RIGHTS? 

In the context of the camera surveillance that we apply, the following privacy rights are particularly relevant: 

• Right of access. 

• Right to erasure. 

• Right to restriction of processing. 

• Right to object. 

• Right of complaint. 

As a data subject, you can exercise your rights by sending an e-mail to the Privacy Officer of TKH Security 
B.V. via privacy@tkhsecurity.com.  


